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FOREWORD

This publication, "Department of Defense Trusted Computer System Evaluation Criteria,"
is being issued by the DoD Computer Security Center under the authority of and in
accordance with DoD Directive 5215.1, "Computer Security Evaluation Center." The
criteria defined in this document constitute a uniform set of basic requirements and
evaluation classes for assessing the effectiveness of security controls built into Automatic
Data Processing (ADP) systems. These criteria are intended for use in the evaluation and
selection of ADP systems being considered for the processing and/or storage and retrieval of
sensitive or classified information by the Department of Defense. Point of contact
concerning this publication is the Office of Standards and Products, Attention: Chief,
Computer Security Standards.
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Melville H. Klein
Director
DoD Computer Security Center

15 August 1983
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